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When upgrading to Windows 10, the following steps should be taken to ensure that
iDentifi scan stations, eSign and eReceipt PCs work optimally.

Windows .NET Framework Version Requirements

For iDentifi version 4.3 or lower, Windows .NET Framework 3.5 SP1is required. For iDentifi version 4.4.1 and up,
Windows NET Framework 4.5 is needed. Both versions of .NET can be installed on the same PC with no conflicts.

To determine which version is installed navigate to the Control Panel from the Start menu. Select Programs and
Features and browse the list or use the search field provided.

Choose Internet Explorer To Open Your iDentifi.Net Installation’'s Webpage

Windows 10 installs with the Edge browser as default. iDentifi requires Internet Explorer for full functionality.

To open the page in Internet Explorer:

1. Using the . icon in the Taskbar, launch the Edge browser and enter the URL for the installation.

B start B Logon X [+ = X
6 > O ‘ [E‘j demo?2015.identifi.net/iDentifi.Net/Web/Logon.aspx?ReturnUri=%2fidentifi.net%2 fweb%2f 79( ‘ == |Z CB
Logon

New InPrivate window

iDentifi.Web Logon Zoom — 100% —+

User ID: | | Find on page

Password: | | AT

Pin to Start

Installation: | |

F12 Developer Tools

DRemember me next time
Open with Internet Explorer

Change Password Logon Send feedback
Settings
2. With the site open, click the “** in the top right hand corner and select Open with Internet Explorer.

3. Internet Explorer will launch and open to the page.

/£ Intemet Explorer

> Best Practice: Pin Internet Explorer to the Taskbar by right- 51 Pin this program to taskbar

clicking the €] found in the Taskbar while the program is open, % Close window
select Pin this program to taskbar.
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After the upgrade, settings and preferences within Internet Explorer will likely need to be reset.

With the installation’s site still open in Internet Explorer, e ®
access the Tools % menu in top right corner and select Print ’
. File »
Internet Options R . |
Safety ¥
Add the Website to Local Intranet Add site to Apps
View downloads Ctrl+J
7 W Manage add-ons
F12 Developer Tools
General Security Privacy Content Connections Programs = Advanced . .
Go to pinned sites
Select 3 zone to view or change security settings. SEELE s s
@ * J ® Internet options
Internet  Local i-nh'anet Trusted sites  Restricted About Internet Explorer

sites

. 1. Navigate to the Securitytab.

*  Use the settings below to define which websites are induded in
the local intranet zone.

2. Select Local Intranet.
[] automatically detect intranet network

Include all local (intranet) sites not listed in other zones 3
Indude all sites that bypass the proxy server
Indude all network paths (UNCs)

Click Advanced

4. Theinstallation’s web address should
Wihot e anct scttngs? | Advanced oK E— Appear in the Add this website to the zone

T T T field. Select Add.
Local intranet *

5. Then dlick Close.
. Youcan add and remove websites from this zone. All websites in
this zone will use the zone's security settings.

Add this website to the zone:
= [l Add
Websites:
htips://demo2015.identifi.net Remove

[[]require server verification (https:) for all sites in this zone

Close

9 How 1"
Documentation

ientifi®leh



Set Security to Medium-Low Level

¢

Staying under the Securitytab, check the security level setting- it should be on Medium-low.
If it isn't, select Custom level... and select it from the Reset fo: dropdown menu and click OK

? X
General Security Privacy Content Connections Programs Advanced
]
Select a zone to view or change security settings. Security Settings - Local Intranet Zone *
@ ¢ v O
Internet  Localintranet Trusted sites  Restricted ,_ij MET Framework -
sites 1% Loose XAML
Local intranet e () Disable
This zone is for all websites that are es (®) Enable
found on your intranet, ) prompt
@‘g ¥AML browser applications
() Disable
Security level for this zone (® Enable
Allowed levels for this zone: All . O Prompt
Medium-low 5 [XCP‘)S d.oczll'nents
- Appropriate for websites on your local network Disable
(intranet) (® Enable
= - Most content will be run without prompting you () Prompt
-Unsigned ActiveX controls will not be downloaded B NET Framework-reliant companents
- Same as Medium level without prompts ¥ Permissions for components with manifests
[CJEnable Protected Mode (requires restarting Internet Explorer) 4 Micahla v
£ >
dEan = Ieili=s *Takes effect after you restart your computer
Reset all zones to default level Reset custom settings
Resettor | Medium-dow (default) v Reset...
] o] N caree
? *

General Security Privacy Content Connections Programs Advanced

Settings
Sites Advanced

Location

Mever allow websites to request your

Clear Site:
physical location ear Sites

Pop-up Blocker
Turn on Pop-up Blocker

Settings

InPrivate
Disable toolbars and extensions when InPrivate Browsing starts

oK Cancel Apply
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Pop-up Blocker Settings *

Exceptions

Pop-ups are cumently blocked. You can allow pop-ups from specific
2 !l websites by adding the site to the list below.
Address of website to allow:

|hﬁp5 -//demo2015 identifi net fidentifi net,’

Add  {

Allowed sites:

Remove

Remove all...

Motifications and blocking level:
Play a sound when a pop-up is blocked.
Show Motification bar when a pop-up is blocked.
Blocking level:
Medium: Block most automatic pop-ups w

Leam more about Pop-up Blocker Close

Allow Pop-Ups for Your
iDentifi Webpage

Select the Privacy tab and
click on Settings under
Pop-up Blocker.

Enter the URL of your
iDentifi installation under
Addlress of website to allow
and select Add.

Then click Close.



